# 构建网络安全人人有责
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历史往前翻，到汉代“匈奴未灭，无以家为，公侯无府，谁与其归”，这是汉代将士对于献身国家安全事业的慷慨激词，而如今，国家安全已经进化到了另一个层面，尤其在网络安全方面尤为突出。

从上个世纪开始，网络深刻影响着人类的经济和社会生活，这在为人类文明发展与进步提供机遇的同时也带来了前所未有的挑战。通过网络的犯罪和恐怖主义正不断蔓延，部分国家大规模网络数据监控活动严重侵犯别国主权和公民隐私，恶意的网络攻击事件和军事化倾向损害国际安全与互信，全球范围内互联网发展不平衡的状况亟待改善。

网络安全的隐患主要体现在两个方面。其一，国家安全信息的泄露和公民隐私的无法保障，其二，网络游戏使青少年堕落，有心者操纵网络舆论煽动人心——这二者皆大害。

在我们平静地享用着互联网带来的便利的同时，网络安全的湖面已经溅起了波澜。“国家旅游局漏洞致6套系统沦陷，涉及全国6000万客户”、“机锋网被曝泄2300万用户信息”、“社保系统漏洞曝光，险泄露千万用户信息”......数不胜数的数据泄露事件，一次次地敲响警钟，或许，我们在上网的同时要学会保护自己的隐私，为了自己，为了家人，为了国家。

除了安全、隐私方面的战场，娱乐性软件、网页和设备也是“热闹非凡”。有因沉溺游戏、数夜“鏖战”网吧而猝死的青年，有遭遇好友诈骗的倒霉小伙，还有家贼偷取父母的血汗钱去充值游戏的悲哀事件......每个人都不是百分百安全的，可能你安分守已地刷着微博，也有传销分子不断来向你发出邀请函，可能也有受雇于人的键盘侠“带动节奏”——让你成为尖枪战斗在纷争的第一线，最后可能落得个“亲友反目”。

如此的例子不胜枚举，发生的惨剧历历在目，我们应当警醒，不被这虚假的外壳所迷惑，不要以为带上这一层薄如蝉翼的面具便无人知晓你的身份，这是错觉。在建设现代化的社会主义法治国家的过程中，关于网络的法律正在不断完善，“实名制”和网络法律的推出与完善像一把智能的大闸刀，悬在每个作恶多端的人的头顶，让为非作歹的气焰得以收敛，让自由平等的旋律更加有节拍。

为此，我们大学生应该严以修身，学习相关理论与技术，跟紧时代的步伐，做道德和技术的领跑者。当然，最重要的，还是保持自己的道德修养和安全意识，这是任何时代都必不可少的。